
The Dangerous Onslaught 
of Cyberattacks on Federal 
Agencies

Thousands of accounts are breached daily.

$ 10B 
in business costs rack 

up from cybersecurity 

attacks annually.

3.4B 
phishing emails are sent 

every day—accounting 

for 90% of breaches.

70% 

of employees fall for 

phishing attempts 

on average.

90% 
of the Internet 

is made up of 

the dark web.

	� 40% jump in cybersecurity attacks against the 
U.S. government is mounting concerns.

	� 2023 has brought Chinese and Russian attacks 
against the U.S. State Department, Department 
of Commerce, and Nato Summit attendees.

	� $2.07M is the average cost of government 
agency data breaches per incident.

	� $13.7B in costs and damages hit the U.S. 
government after 2018’s cyberattacks.

	� 9 federal agency networks were compromised 
in the now infamous SolarWinds breach.

Multiple government 
agencies are regularly 
targeted by U.S. 
adversaries.

33M 
data records are expected 

to be compromised due to 

phishing attacks this year.

300K 
new malware are 

created daily.

Securing federal agencies is critical to national, 
state, county, and city security.

After growing attacks in recent years, it’s apparent that not all government agencies 

at national, state, county, or city levels are adequately shielded against cybersecurity 

attacks. These vulnerabilities are widespread even years after the SolarWinds hack that 

sparked global scrutiny and news coverage. These types of breaches at the highest 

levels of government raise national security concerns and questions about the potential 

disruption of essential government services and protection of sensitive data.



What makes Fruth Group Different?

Fruth Group has partnered with government agencies for more than two 

decades to safeguard sensitive information and communities across the 

country. Fruth Group is certified to support agencies with high security 

and compliance standards. Our business relationships are built on trust, 

precision, and performance outcomes. 

Protect your government agency 
and communities.

Visit FruthGroup.com
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We actively partner with national school districts, cities, counties, and more—

connecting the right security solutions and services to safeguard your agency 

with nine key areas. No matter your needs, each plan includes:

Email Verification 

Password Management

Multi-Factor Authentication

Contact your account executive, 

scan, or call us at (877) 272-0946.


